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Introduction 
This document contains instructions for 9 labs. Your mission, should you choose to accept it, 

is to complete the labs and understand what can be achieved thanks to the Cloud and AWS. 

During this full day workshop, you will be working with many different IT technologies that 

you can come across during your daily work. We will be discussing topics such as Artificial 

Intelligence, Containers, Serverless, Autoscaling, and many more. If you do not have any 

experience with AWS, then don’t worry: all the more reason as to why this workshop is for 

you. Thanks to this document you will be able to solve the labs step by step - so, let’s start! 
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Lab 1 – Preparing Cloud Environment 
Your first lab will focus on preparing your cloud environment and will take around 20 minutes. 

You need to complete this first lab, otherwise it might be harder for you to complete the 

following labs.  

 

Requirements: 

• Prepare your cloud environment: thanks to which you will be able to manage your cloud 

infrastructure. 

• Launch your first cloud server using AWS CLI. 

 

Services that you will be using in this lab: 

• AWS Identity and Access Management (IAM) - AWS Identity and Access Management (IAM) 

enables you to manage access to AWS services and resources securely. Using IAM, you can 

create and manage AWS users and groups, and use permissions that allow or deny their 

access to AWS resources. IAM is a feature of your AWS account offered at no additional 

charge. You will be charged only for use of other AWS services by your users. You can find 

more information here: https://aws.amazon.com/iam/ 

• AWS Cloud9 - AWS Cloud9 is a cloud-based integrated development environment (IDE) that 

lets you write, run, and debug your code with just a browser. It includes a code editor, 

debugger, and terminal. Cloud9 comes prepackaged with essential tools for popular 

programming languages, including JavaScript, Python, PHP, and more, so you don’t need to 

install files or configure your development machine to start new projects. You can find more 

information here: https://aws.amazon.com/cloud9/ 

• Amazon EC2 - Amazon Elastic Compute Cloud (Amazon EC2) is a web service that provides 

secure, resizable compute capacity in the cloud. It is designed to make web-scale cloud 

computing easier for developers. Amazon EC2’s simple web service interface allows you to 

obtain and configure capacity with minimal friction. It provides you with complete control of 

your computing resources and lets you run on Amazon’s proven computing environment. You 

can find more information here: https://aws.amazon.com/ec2/ 
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• AWS Command Line Interface (CLI) - The AWS Command Line Interface (CLI) is a unified tool 

to manage your AWS services. With just one tool to download and configure, you can control 

multiple AWS services from the command line and automate them through scripts. You can 

find more information here: https://aws.amazon.com/cli/ 

 
Steps: 

1) Log in to AWS Console 

2) Make sure that you are in EU Ireland region. The Ireland region will be used for the duration 

of the workshop. 

3) Open the AWS Cloud9 service. 

4) Click on Create environment button to create your first cloud environment. 

5) In the first step of the wizard provide name of your environment – for example CloudyEnv. 

Then select Next step. 

6) Do not change any of the Configuration settings: leave them as set by default. Select Next 

step 

 

Note: In Configuration settings you choose the size of server on which your environment will 

be hosted. For the purpose of this workshop, a t2.micro instance will be more than enough. 

We will also leave the cost-saving settings alone; by default the cost-saving settings will 

auto-hibernate an instance after 30 minutes of inactivity. 

 

7) On the Review page, review the Environment name and settings for the Cloud9 service and 

select Create Environment to start the creation of the environment. 

8) It will take approximately 2-3 minutes for AWS Cloud9 to complete the creation your 

environment. Open another AWS Console session in another or new browser tab. 

 

Alternatively wait until AWS Cloud9 completes and use the Go To Dashboard option on 

right side of the Cloud9 menu bar: Go To Dashboard opens another AWS Console session in 

a new browser tab – this option is demonstrated in the Cloud9 screenshot below: 
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Note: In our Cloud9 environment we will be using AWS CLI – which is already installed there. 

We will want to configure it with a new user which we will create in next steps. 

 

9) On the AWS Console, go to Services and open the IAM service and then select the Users 

page. 

10) On the Users page, select Add User. 

11) You will be taken to the 1st step of the Add user wizard. This user will be used for accessing 

the AWS CLI in your Cloud9 environment. Provide a User name* for your user e.g. ide_user 

12) Select the Programmatic access option and then select Next: Permissions 
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13)  On the 2nd step of the wizrd select Attach existing policies directly and choose the 

AdministratorAccess policy. Then select Next: Review 

 
14) On the 3rd step of the wizard, select Create user and confirm the creation of the user.  
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15) On the 4th step you will need to download the credentials for your newly created user. This 

is done using the Download .csv button 

 
 

16)  Now let’s return to Cloud9 environment.  

17) In terminal window of Cloud9 write the command aws configure 

18) You will need to provide 4 values:  

1. & 2. Are the Access Key ID and Secret Access Key. These are found in the Download .csv 

file.  

3. Is the name of your default region: Therefore, in our case this is eu-west-1 for EU 

Ireland 

4. Is the default output format. We will use: json 

 
 

19) If you see a popup window informing about updating credentials:  choose the Cancel option 

on the first window, and then choose Permanently disable on the second window. 
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20) Before we create our first cloud server instance (EC2 instance), we will first create two other 

resources in the AWS Console. Leave Cloud9 open, and in another browser tab return to the 

AWS Console and open the EC2 Service. 

21) On the left side menu of EC2 Services, find and select Key Pairs. 

22) Select the Create Key Pair button. 

23) Provide a key pair name: (we suggest CloudyKeys) and then select the Create button. 

 
24) After selecting the Create button, You should see that a .pem file is downloaded to your 

computer. This file will be named CloudyKeys.pem or whatever you entered for the key pair 

name in the last step. 

25) Now we will create Security Group. Security Groups behave like a native firewall on AWS. 

Select the Security Groups item on the left side menu of EC2 Services window. 

26) Select the Create Security Group button. 

27) Provide a Security group name (we suggest CloudySG) and then provide a similar 

Description. 

28) In the Inbound roles tab create two rules for SSH and HTTP traffic. Do this by using the Add 

Rule button, selecting the appropriate Type, and setting the Source for both rules as 

Anywhere. 
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Note: In a working  environment it is  not good practice to generally open an SSH port to the 

whole world using the Anywhere source. It is done in this workshop for simplicity. 

 

29) Let’s return to Cloud9 environment. 

30) In the Cloud9 terminal window, execute following command: 

 

aws ec2 run-instances \ 

  --image-id ami-3bfab942 \ 

  --instance-type t2.micro \ 

  --key-name CloudyKeys \ 

  --security-groups CloudySG \ 

  --tag-specifications \ 

    

"ResourceType=instance,Tags=[{Key=Name,Value=TEST_SERVER}]" 

 

Note: The parameter image-id defines AMI image of the server. In our example this will be a 

Linux server. The instance-type parameter defines size of the server – a t2.micro instance 

type is a server with 1 vCPU and 1 GiB of memory. The last parameter tag-specifications 

defines additional metadata that will be assigned to this server. You can read more about 



Cloud Builders’ Day 
Cloud Technology Workshop 

Copyright 2018, Amazon Web Services, All Rights Reserved Page 11 

available command line interface options here: 

https://docs.aws.amazon.com/cli/latest/reference/ec2/run-instances.html  

 

31) Return to EC2 Services window. Select the Instances option on the left side menu and you 

should see your new server being created. 

 

 
 

32) Now you will try to login to the server that you have created. Let’s return to Cloud9 IDE 

environment. 

33) Copy your .pem file that your created earlier to your Cloud9 IDE environment. You can do 

this via drag-and-drop to the CloudyEnv folder on the directory pane on the left hand side 

of your environment. 

 

 
 

34) Execute chmod 400 CloudyKeys.pem in the terminal window. 

35) Then execute ssh -i "CloudyKeys.pem" ec2-user@SERVER_IP – replacing SERVER_IP with the 

IP of the server that you have created. 



Cloud Builders’ Day 
Cloud Technology Workshop 

Copyright 2018, Amazon Web Services, All Rights Reserved Page 12 

36) If everything is correct, then you should see that you have e successfully logged into the 

server on the terminal window. 

 

 
 

Summary 

In this lab you managed to create and configure your cloud environment using AWS Cloud9. 

You also used AWS Command Line Interface (CLI) to quickly provision new virtual server. 

Finally, you successfully logged into your new virtual server. Congratulations! 
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Lab 2 – Autoscaling and IaaC  
 

One of the most important benefits of cloud is the ability to perform autoscaling, which 

means that we can adjust the number of resources to our requirements in automatic fashion. 

In this lab, we will deploy a web application that we will then configure so that it will scale 

automatically based on our needs. Our application will be deployed according to an 

Infrastructure as a Code (IaaC) practice, using the AWS CloudFormation service. 

 

Requirements:  

• Deploy web application using an IaaC approach. 

• Modify your application so that it will scale automatically based on requirements. 

 

Services that you will be using in this lab: 

• Amazon Virtual Private Cloud (VPC) - Amazon Virtual Private Cloud (Amazon VPC) lets you 

provision a logically isolated section of the AWS Cloud where you can launch AWS resources 

in a virtual network that you define. You have complete control over your virtual networking 

environment, including selection of your own IP address range, creation of subnets, and 

configuration of route tables and network gateways. You can find more information here: 

https://aws.amazon.com/vpc/ 

• AWS CloudFormation - AWS CloudFormation provides a common language for you to describe 

and provision all the infrastructure resources in your cloud environment. CloudFormation 

allows you to use a simple text file to model and provision, in an automated and secure 

manner, all the resources needed for your applications across all regions and accounts. This 

file serves as the single source of truth for your cloud environment. You can find more 

information here: https://aws.amazon.com/cloudformation/ 

• AWS Elastic Load Balancer -  Elastic Load Balancing automatically distributes incoming 

application traffic across multiple targets, such as Amazon EC2 instances, containers, and IP 

addresses. It can handle the varying load of your application traffic in a single Availability 

Zone or across multiple Availability Zones. Elastic Load Balancing offers three types of load 

balancers that all feature the high availability, automatic scaling, and robust security 
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necessary to make your applications fault tolerant. You can find more information here: 

https://aws.amazon.com/elasticloadbalancing/ 

 

Steps: 

1) Make sure you are in the Ireland region. 

2) Go to the AWS CloudFormation service and select the Create Stack button. 

3) Select Specify an Amazon S3 template URL and input the following url:  
https://s3-eu-west-1.amazonaws.com/cloudbuildersday/lab-

autoscaling/WebApplication.json 

 

 
4) Select the Next button, and in the next screen (Specify Details) of wizard, input a Stack name 

e.g. CloudyWebApplication. Then from the KeyName menu select your key pair e.g. 

CloudyKeys 

 
 

5) Select the Next button on the (Specify Details) page 
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6) Select the Next button on Options screen, moving to the last step of the wizard, which is the 

Review screen. 

7) Select the Create button for the stack. It will take around 10-15 minutes to create all the 

resources. 

8) While the stack is being created, we will evaluate the template which is being used for this 

lab. Return to the Cloud9 service. 

9) Execute following command in the Cloud9 terminal window, which will copy template that 

was used in CloudFormation to create the stack: 
 
aws s3 cp s3://cloudbuildersday/lab-autoscaling/WebApplication.json 
WebApplication.json 
 

10)  Let’s also check another and easier template. Execute the following command. This will copy 

the template to your Cloud9 environment: 
 
aws s3 cp s3://cloudbuildersday/lab-autoscaling/SingleLinuxServer.json 
SingleLinuxServer.json 

 

11) Open templates in Cloud9 and analyze the files. 

 
 

12) Back in the AWS CloudFormation service, your stack should be ready with a 

CREATE_COMPLETE status. Select the stack, and in the Output tab you should see one 

LoadBalancerDNSName parameter. For the parameter, copy Value and try to open it within 

a browser. 
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13) You should see page similar to those shown below. Try to refresh the page, you should see 

that the color of the bar will change. 

 

 
 

 

 

14) In the EC2 service, try to locate the autoscaling group that was created by CloudFormation. 

Then modify it parameters, so it can scale automatically based on CPU usage. 

15) Select Scaling Policies tab and click Add policy. Name your policy “CPU scale-out”, type  “70” 

as a Target value and click Create 

 
 
Summary: 
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Congratulations! You have managed to create a web application in few simple steps, you 

have also modified it so that it can scale automatically based on need. You have also 

familiarized yourself with the IaaC approach for deploying and building systems. 
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Lab 3 – Developer Tools. CD in practice 
Your management team has decided to increase productivity of the IT department. To do this, 

they want to introduce a Continuous Delivery (CD) process. A CD process should improve the 

work of developers and allow the introduction of new features much faster than before. To 

accomplish this task, you need to provision a couple of different services from the AWS 

portfolio that will enable you to create CD process at your organization. 

 

Requirements: 

• We will soon be working on new project for our new webpage. The CD process which you will 

build, will be the base for this new project. 

• We want you to use a git repository. This will be used for storing our source files. 

 

Services which you will be using in this lab: 

• AWS CodePipeline – CI/CD service: https://aws.amazon.com/codepipeline  
• AWS CodeCommit – private GIT repository. More about: 

https://aws.amazon.com/codecommit  
• AWS EC2 – public cloud virtual server. More about: https://aws.amazon.com/ec2/ 
• AWS Command Line Interface (CLI) – command line AWS communication interface. 

More about: https://aws.amazon.com/cli/  
•  

 

 

Steps: 

1) Make sure you are in Ireland region. 
2) Log into AWS console and open CodeCommit service, in the console click the Creatae 

repository. Name your new repository and confirm creation. 
3) On the right side you shoud see the  Clone URL button – select it and click Clone HTTPS 

next. 
4) In Cloud 9 IDE type the below command. Use the copied data with your repository URL to 

replace the yellow part of the command. 
 
git clone https://git-codecommit.eu-west-1.amazonaws.com/v1/repos/tomek-repo 

 
5) You`ll be prompted to provide access keys. Open IAM console, click Users from the menu 

and select your user. 
6) Select Security credentials tab and go to the HTTPS Git credentials for AWS 

CodeCommit section. 
7) Click the  Generate button. This should open a new window with your access keys 

displayed. 
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8) Provide these keys in Cloud9. Your empty repository should be copied to the Cloud9 
environment. 

9) Browse to the folder. 
 
cd FOLDER_NAME 

 
10) Type the below command: 

 
git config credential.helper 'cache --timeout 900' 
 

11) In AWS console, open CodeDeploy service and click Create Application. 
12) Provide the name for your application (np. WWW) and select EC2/On-premises as Compute 

platform. 
13) Click Create deployment group 
14) Name your server group (e.g. “servers”) 
15) Select available IAM role. 
16) In the Environment configuration section, select your autoscaling group. 
17) In the Load balancer section select your existing load balancer. 
18) Type below commands: 

 
aws s3 cp s3://cloudbuildersday/lab-deploy/Application.zip . 
unzip Application.zip 
rm Application.zip 
rm -r __MACOSX/ 

 
19) Type below commands: 

 
git add -A 
git commit -m "First Commit" 
git push 

 
20) When prompted provide your GIT access keys. 
21) Make sure you see new files in your folder. 
22) Open CodePipeline service in the AWS console. 
23) Click the Create Pipeline. 
24) Name your pipeline CloudCICD and confirm to the next window. 
25) Select your CodeCommit repository in the second step. 
26) In the third step click Skip Build Stage 
27) In the forth step select your CodeDeploy app (www). 
28) Confirm the selection and create the pipeline. 
29) Observe how your application updates itself with CI/CD process. 
30) Bonus task: Add manual approval step in the pipeline. 

 
Summary 

Congratulation! In this lab you managed to use the AWS Code family services to easily 

integrate your application with Continuous Integration and Continuous deployment pipeline 

with Code Pipeline. You also used a cloud GIT repository (Code Commit) where you stored 

your code. Finally, you deployed your application artificat with Code Deploy. 
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Lab 4 – Containers in cloud 
In this lab, your management team have given you another task and this time it is related to 

containers. You will create your own private docker repository where you will push a 

container image. Then you will deploy it to production, without provisioning any servers, by 

using AWS Fargate. Good luck! 

 

Requirements: 

• Create your own private docker repository 

• Deploy your docker containers without provisioning servers. 

 

Services which you will be using in this lab: 

• Amazon Elastic Container Registry (ECR) - Amazon Elastic Container Registry (ECR) is a fully-

managed Docker container registry that makes it easy for developers to store, manage, and 

deploy Docker container images. Amazon ECR is integrated with Amazon Elastic Container 

Service (ECS), simplifying your development to production workflow. Amazon ECR eliminates 

the need to operate your own container repositories or worry about scaling the underlying 

infrastructure. Amazon ECR hosts your images in a highly available and scalable architecture, 

allowing you to reliably deploy containers for your applications. You can find more 

information here: https://aws.amazon.com/ecr/ 

• AWS Fargate - AWS Fargate is a technology for Amazon ECS and EKS* that allows you to run 

containers without having to manage servers or clusters. With AWS Fargate, you no longer 

have to provision, configure, and scale clusters of virtual machines to run containers. This 

removes the need to choose server types, decide when to scale your clusters, or optimize 

cluster packing. AWS Fargate removes the need for you to interact with or think about servers 

or clusters. Fargate lets you focus on designing and building your applications instead of 

managing the infrastructure that runs them. You can find more information here: 

https://aws.amazon.com/fargate/ 

 

Steps: 

1) Make sure that you are in the Ireland region. 
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2) Open the Elastic Container Service service, and then on the Repositories tab select the Get 

Started button. 

3) Provide name for your repository e.g.  cloudy-repo 

4) Your repository will be created  

5) Select your repository and click View push commands 

6) Return to your Cloud9 environment.  

7) Execute the first command that was provided by the ECR service. 
 
aws ecr get-login --no-include-email --region eu-west-1 
 

8) You will see a command, starting from the docker login … - you should copy and paste this 

command again inCloud9 terminal. Complete the copy and then execute the command. 

9) If everything went well, you should see a similar output to the one below: 

 
10) Execute following command, which will copy sample docker project to your Cloud9 

environment. 

 
aws s3 cp s3://cloudbuildersday/lab-docker/docker-sample-page.zip docker-sample-
page.zip 

 

11) Unzip the file with following command: 
 
unzip docker-sample-page.zip 

 

12) Analyze the content of the docker-sample-page directory. 
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13) Go to the docker-sample-page directory using following command: 
cd docker-sample-page 

 

14)  Now, we need to build our docker image. To do this, execute command number [2] from ECR. 
 
docker build -t cloudy-repo .  

 

15) After the build completes, tag your image so that you can push the image to this repository. 

Execute command number [3] from ECR. 

16) Run command number [4] to push this image to your newly created AWS repository: 

17) Note and record the third parameter of the previous command [number [4]].  

18) Now, back in ECR repository, you should see that your docker image was successfully pushed 

to the registry and is available for use. 

 
19) Congratulations! The first step of the lab is now done. Next we will need to create a task 

definition. To create a task definition, select Task Definition from the left menu and then 

select the Create new Task Definition button. 

20) In the first step of this Task Definition wizard for Step 1: Select launch type compatibility 

chose the Fargate option and select the Next step button 
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21) Provide a Task Definition Name e.g.: MyDocker 

22) Scroll down and change the Task memory (GB) and Task CPU (vCPU) values to the lowest 

possible values. 

 

 
23) In Container Definition section select the Add container button. 

24) In new window complete the wizard with the following information: 

i. Container name: Apache 

ii. Image: Image ID/link which you have copied before. 

iii. Port mappings: 80 

25) Select the Add button, to add a container and close the window. Finally select the Create 

button to create a Task Definition. 

26) Congratulations! Your Task Definition is ready. Now we need to create a cluster.  

27) On the ECS services window select the Clusters tab on the left side, and then select the  Create 

Cluster button. 

28) Choose the Networking only option, select the Next Step button. 

29) Complete the required Cluster name field e.g. with the value CloudyCluster, and finally select 

the Create button. 
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30) Your cluster is ready. Now the last step is to deploy your container. 

31) Select your cluster, in the view of your cluster select the Tasks tab and then the Run new Task 

button. 

 
 

32) In the new wizard window, select configurations as shown in the screen below. You should 

choose your default VPC network and the first available subnet. 

 
33) It will take about 1-2 minutes for your container to be deployed. 

34) Now, your container should display the status RUNNING. Select the Task. 

35) On the next page copy the Public IP address and then use this IP address as a URL by trying to 

open it in a browser. You should see a web page: 
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Summary 

Congratulations! You have managed to create your own private docker repository, where 

you have deployed your first docker image. Finally, you have managed this deployment 

without the need to provision any severs. 
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Lab 5 – Collecting data in real-time 
 

In the next lab you will need to build application which will enable your company to collect 

data in real-time about what is happening on the webpage. Our application will consist of two 

parts: backend – which will be able to collect data in real-time and store it on S3, and frontend 

– which will be simple HTML page, which you will run from your local computer. 

 

Requirements: 

• Create your streaming back-end application, which will be able to collect data about events 

from your web application in real-time. It’s need to be simple, fast, and not-expensive 

solution. 

• All collected data should be stored on S3. 

 

Services which you will be using in this lab: 

• Amazon Simple Storage Service (S3) - Amazon S3 is object storage built to store and retrieve 

any amount of data from anywhere – web sites and mobile apps, corporate applications, and 

data from IoT sensors or devices. It is designed to deliver 99.999999999% durability, and 

stores data for millions of applications used by market leaders in every industry. S3 provides 

comprehensive security and compliance capabilities that meet even the most stringent 

regulatory requirements. You can find more information here: https://aws.amazon.com/s3/ 

• Amazon Kinesis Data Firehose - Amazon Kinesis Data Firehose is the easiest way to load 

streaming data into data stores and analytics tools. It can capture, transform, and load 

streaming data into Amazon S3, Amazon Redshift, Amazon Elasticsearch Service, and Splunk, 

enabling near real-time analytics with existing business intelligence tools and dashboards 

you’re already using today. It is a fully managed service that automatically scales to match 

the throughput of your data and requires no ongoing administration. It can also batch, 

compress, and encrypt the data before loading it, minimizing the amount of storage used at 

the destination and increasing security. You can find more here: 

https://aws.amazon.com/kinesis/data-firehose/ 

• Amazon Cognito - Simple and Secure User Sign-Up, Sign-In, and Access Control Amazon 

Cognito lets you add user sign-up, sign-in, and access control to your web and mobile apps 
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quickly and easily. Amazon Cognito scales to millions of users and supports sign-in with social 

identity providers, such as Facebook, Google, and Amazon, and enterprise identity providers 

via SAML 2.0. Amazon Cognito provides solutions to control access to backend resources from 

your app. You can define roles and map users to different roles so your app can access only 

the resources that are authorized for each user. You can find more information here: 

https://aws.amazon.com/cognito/ 

 

Steps: 

1) Make sure you are in Ireland region. 

2) In first part we will create S3 bucket where we will store our data. Let’s open S3 service. 

3) Click on Create bucket button and provide name for your bucket. It will need to be unique 

across all AWS users and regions. 

 
 

4) Click on Create button to create it. 

5) Don’t close this window, and in the next browser tab open AWS Service. 

6) The next step will be to create streaming backend application. Open Kinesis service. 

7) We will be creating Kinesis Firehose, so click on Create delivery stream button. 

8) Provide name of your stream, for example: data_stream and click on Next button. 

9) On the second step of the wizard don’t change anything and click on Next button. 

10) On the third step of the wizard we will stay with S3 as destination of our data, we will also 

specify our S3 bucket – which we have created before. 
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11) On the fourth step, we will modify how often Kinesis will save data on S3. Change Buffer size 

to 1 and Buffer interval to 60. 

 

 
 

12) Still on the fourth step, you will need to create IAM Role, click on Create new or Choose 

button and then on Allow button. Move to the last step. 

13) On the last step review configuration and click on Create delivery stream. 

14) The last part will be Cognito. Open Cognito service. 

15) Click on Manage Identity pools button. 
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16) Provide name for your Identity pool, for example: cloudy_identity 

17) Check Enable access to unauthenticated identities checkbox. 

18) Click on Create Pool button. 

19) On the next step you will see a pop-up with information that your pool requires access to your 

resources. Click View Details We will modify the policy for authenticatied and 

unauthenticated identities. Click on View Policy Document button and then click on Edit 

button. 

20) Provide following IAM policy: 

 
{ 

    "Version": "2012-10-17", 

    "Statement": [ 

        { 

            "Sid": "PolicyForCloudyApp", 

            "Effect": "Allow", 

"Action": [ 

                "firehose:PutRecord", 

                "firehose:PutRecordBatch" 

            ], 

            "Resource": "*" 

        } 

    ] 

} 

 

21) Click on Allow button. 

22) On Getting started with Amazon Cognito window change Platform to JavaScript. 

23) Note somewhere IdentityPoolId provided in Get AWS Credentials section. 
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24) In your IDE. Leave the current folder: 
cd .. 

25) Create new folder for your new application and browse to it: 
mkdir kinesis_app 
cd kinesis_app 

26) Download following file and unzip it on your IDE: 
wget https://s3-eu-west-1.amazonaws.com/cloudbuildersday/lab-
realtime/kinesis_app.zip 
unzip kinesis_app.zip 
 

 

27) Open index.html file and modify it on line 10. Change MODIFY_THIS to IdentityPoolId which 

you have copied before. 

28) Open now index.html file in a browser in your IDE. Right click on index.html and select 

Preview.  

29) Provide your name and start clicking on boxes. 

30) Click Pop Out into new Window button 

 
31) If you will open JS Console in browser, you should see that communication between web and 

backend is working. 
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32) Now wait a minute and go back to S3 Console. 

33) In your S3 bucket you should see new files which represents click events on webpage. 

 

Summary: 

Congratulations! In just a couple of minute, you managed to build system, which is able to 

collect data in real-time and save it on S3 storage – where you could analyze them!  

 

 
 
 
Lab 6 – Analytics – Hadoop in practice 
 

More and more companies are launching Big Data projects. They often they use Hadoop 

ecosystems to quickly analyze big collection of data which they have collected. In this lab we 

have prepared a sample data set 1GB in size, which we will analyze using two methods: both 

with servers and without them. 

 

Requirements: 

• You need to launch a small Hadoop cluster 

• Analyze the provided data set with a cluster. 

• Analyze the provided data set using a serverless approach. 

 
Services which you will be using in this lab: 

• Amazon EMR - Amazon EMR provides a managed Hadoop framework that makes it easy, fast, 

and cost-effective to process vast amounts of data across dynamically scalable Amazon EC2 
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instances. You can also run other popular distributed frameworks such as Apache Spark, 

HBase, Presto, and Flink in Amazon EMR, and interact with data in other AWS data stores such 

as Amazon S3 and Amazon DynamoDB. You can find more information here: 

https://aws.amazon.com/emr/ 

• Amazon Athena - Amazon Athena is an interactive query service that makes it easy to analyze 

data in Amazon S3 using standard SQL. Athena is serverless, so there is no infrastructure to 

manage, and you pay only for the queries that you run. Athena is easy to use. Simply point to 

your data in Amazon S3, define the schema, and start querying using standard SQL. Most 

results are delivered within seconds. With Athena, there’s no need for complex ETL jobs to 

prepare your data for analysis. This makes it easy for anyone with SQL skills to quickly analyze 

large-scale datasets. You can find more information here: https://aws.amazon.com/athena/ 

 

 
 
Steps: 

1) Make sure that you are in the Ireland region. 

2) Open the EMR service where we will create our own Hadoop cluster. 

3) Select the Create cluster button. 

4) Provide a name of your cluster e.g. CloudyHadoop 

5) Unbox Logging 

6) In the Security and access section choose EC2 key pair which you created in the first lab. 

7) Click on the Create cluster button. It will take about 15 minutes to make the cluster. 

8) In order to not waste time, we will now try to analyze the data in Serverless way. To do this, 

first you will copy data and put it in your own S3 bucket (the can be one that you have created 

before, or new one). Then return to the Cloud9 service. 

9) Execute the following command in the Cloud9 environment. It will copy the sample data set 

(1GB) to your own S3 bucket. Correct the command by providing your own S3 bucket name. 

 
aws s3 cp s3://cloudbuildersday/lab-bigdata s3://NAZWA_TWOJEGO_BUCKET_S3 --

recursive 
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10) After couple of seconds, you should see in the S3 bucket a new directory with name data 

containing 1000 files. Try to download one of the files and analyze it’s content. You can also 

modify the file and then re-upload it to S3 bucket. 

 
 

11) Now, let’s open the Athena service. 

12) If you see splash page, click Get Started and go through wizard by clicking X 

13) Execute following command in the Athena console. Correct the last part of the query to point 

to your S3 bucket. 

 
CREATE EXTERNAL TABLE IF NOT EXISTS sampledb.cloudy_bigdata ( 

  `id` int, 

  `age` int, 

  `firstname` string, 

  `lastname` string, 

  `country` string, 

  `sex` string, 

  `numberofkids` int, 

  `revenue` double, 

  `leavingincity` string, 

  `likemusic` string, 

  `likecinema` string, 

  `bankbalance` double, 

  `happinnessratio` double, 

  `height` int, 

  `weight` int 

) 

ROW FORMAT SERDE 'org.apache.hadoop.hive.serde2.lazy.LazySimpleSerDe' 

WITH SERDEPROPERTIES ( 

  'serialization.format' = ',', 

  'field.delim' = ',' 

) LOCATION 's3://YOUR_S3_BUCKET_NAME/data/' 
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14) Next let’s see if we can perform some sample queries on the data that we are storing on S3. 

Execute following commands: 

 
SELECT * FROM "sampledb"."cloudy_bigdata" limit 10; 

 

SELECT count(*) FROM "sampledb"."cloudy_bigdata"; 

 

SELECT country, count(*) FROM "sampledb"."cloudy_bigdata" group by country order by 2 desc; 

 

15) Return to the EMR service. Its status should be Waiting. 

16) Before we will be able to login to our cluster, we will need to modify the security group of the 

master node and open an SSH port. Select Security groups for Master. 
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17) In the new window modify (Edit) the security group of your Master node by adding a new 

rule that opens an SSH connection from Anywhere. 

 

Note: It is not best practice to open SSH to any source, we do this only for simplicity in the 

lab. 

 

18) Next go back to the EMR console and select the SSH button. A new popup window will appear, 

form this window copy the command provided. 
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19)  The next step will be to paste and execute the command in the Cloud9 environment. 

However, modify the command slightly by removing tilde and slash from beginning. 
ssh -i ./CloudyKeys.pem hadoop@ HADOOP_IP 

 

 
 

20) Congratulations! You are now on the master node of your Hadoop cluster! The first step will 

be to copy data from S3 to local HDFS storage. Execute following command: 

 
hadoop fs -cp s3://YOUR_S3_BUCKET_NAME/data /data 

 

 

21) It will take a couple of minutes to copy data. 

22) Now, we need to open a Hive shell. Execute following command in the Cloud9 terminal: 

 
hive 

 

23)  Next, we will execute the hive command, which will create a table based on data that we 

saved on HDFS. 
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CREATE EXTERNAL TABLE IF NOT EXISTS cloudy_data ( 

  `id` int, 

  `age` int, 

  `firstname` string, 

  `lastname` string, 

  `country` string, 

  `sex` string, 

  `numberofkids` int, 

  `revenue` double, 

  `leavingincity` string, 

  `likemusic` string, 

  `likecinema` string, 

  `bankbalance` double, 

  `happinnessratio` double, 

  `height` int, 

  `weight` int 

) 

ROW FORMAT SERDE 'org.apache.hadoop.hive.serde2.lazy.LazySimpleSerDe' 

WITH SERDEPROPERTIES ( 

  'serialization.format' = ',', 

  'field.delim' = ',' 

) LOCATION '/data'; 

 

 

24)  Next let’s execute some sample SQL queries. 

 
SELECT country, count(*) from cloudy_data group by country; 

 

25) After couple of seconds you will see results of your SQL query. 

 

 
 

Summary 
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Congratulations! You have managed to launch your own Hadoop cluster where you analyzed 

1GB of data. You also managed to analyze the data using Athena, which is a serverless 

approach. 
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Lab 7 – Business Intelligence in Cloud 
 

Your management team have given you another important task. This time you are responsible 

for launching a new BI (Business Intelligence) project within your organization. You only have 

10 minutes for this… It sounds improbable, but not with Cloud!  

 

Requirements: 

• Use the Amazon QuickSight service to build a BI solution. 

• Use QuickSight to build some visualizations of data that you have previously made available 

through the Athena service. 

 

Services which you will be using in this lab: 

• Amazon QuickSight - Amazon QuickSight is a fast, cloud-powered business analytics service 

that makes it easy to build visualizations, perform ad-hoc analysis, and quickly get business 

insights from your data. Using our cloud-based service you can easily connect to your data, 

perform advanced analysis, and create stunning visualizations and rich dashboards that can 

be accessed from any browser or mobile device. You can find more information here: 

https://aws.amazon.com/quicksight/ 

 

Steps: 

1) Make sure you are in the Ireland region. 

2) Open the QuickSight service. 

3) If you will see a welcome window asking for your email address, fill out the form and select 

the Continue button. 
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4) Select the Manage data button and then select New data set. 

5) From list of available data sources choose Athena. 

 
6) Provide a name for your data source e.g. CloudyData, and then select the Create data source 

button. 

7) In the next window, we will choose our database: sampledb and then our table: 

cloudy_bigdata. 

8) In the next window select Directly query your data option and then select the Visualize 

button. 

9) Congratulations! You have now you can created your own dashboards! We suggest you play 

around with the tool to create some interesting diagrams. 

 

 
Summary 

Congratulations! In just 5 minutes you managed to create your own BI solution that was based 

on data which you have previously saved. 

 
 
Lab 8 – Building serverless app with AI capabilities 
 

Serveless and AI are popular terms that often appear in media and technology conversations. 

In this lab we will build a fully working application in the cloud with those two technologies. 

Applications should detect new text files that appear in a S3 bucket, then it should detect 

what language is being used in the text and convert it to an audio file (mp3). The newly 
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created audio file will then be saved in an S3 bucket along with the original text file. In 

addition, we should log the conversion in a NoSQL database. The last part of application will 

be a new RESTful webservice that expects to receive the user name from the file retuning an 

audio file in the browser. 

 

Services that will be used in this lab: 

• AWS Lambda - AWS Lambda lets you run code without provisioning or managing servers. You 

pay only for the compute time you consume - there is no charge when your code is not 

running. With Lambda, you can run code for virtually any type of application or backend 

service - all with zero administration. Just upload your code and Lambda takes care of 

everything required to run and scale your code with high availability. You can set up your code 

to automatically trigger from other AWS services or call it directly from any web or mobile 

app. You can find more information here: https://aws.amazon.com/lambda/ 

• Amazon DynamoDB - Amazon DynamoDB is a fast and flexible NoSQL database service for all 

applications that need consistent, single-digit millisecond latency at any scale. It is a fully 

managed cloud database and supports both document and key-value store models. Its 

flexible data model, reliable performance, and automatic scaling of throughput capacity make 

it a great fit for mobile, web, gaming, ad tech, IoT, and many other applications. You can find 

more information here: https://aws.amazon.com/dynamodb/ 

• Amazon Polly - Amazon Polly is a service that turns text into lifelike speech, allowing you to 

create applications that talk, and build entirely new categories of speech-enabled products. 

Amazon Polly is a Text-to-Speech service that uses advanced deep learning technologies to 

synthesize speech that sounds like a human voice. With dozens of lifelike voices across a 

variety of languages, you can select the ideal voice and build speech-enabled applications that 

work in many different countries. You can find more information here: 

https://aws.amazon.com/polly/ 

• Amazon APIGateway - Amazon API Gateway is a fully managed service that makes it easy for 

developers to create, publish, maintain, monitor, and secure APIs at any scale. With a few 

clicks in the AWS Management Console, you can create an API that acts as a “front door” for 

applications to access data, business logic, or functionality from your back-end services, such 

as workloads running on Amazon Elastic Compute Cloud (Amazon EC2), code running on AWS 
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Lambda, or any web application. You can find more information here: 

https://aws.amazon.com/api-gateway 

• Amazon Comprehend - Amazon Comprehend is a natural language processing (NLP) service 

that uses machine learning to find insights and relationships in text. Amazon Comprehend 

identifies the language of the text; extracts key phrases, places, people, brands, or events; 

understands how positive or negative the text is; and automatically organizes a collection of 

text files by topic. You can find more information here: 

https://aws.amazon.com/comprehend/ 

• Amazon Simple Notification Service (SNS) - Amazon Simple Notification Service (SNS) is a 

flexible, fully managed pub/sub messaging and mobile notifications service for coordinating 

the delivery of messages to subscribing endpoints and clients. With SNS you can fan-out 

messages to a large number of subscribers, including distributed systems and services, and 

mobile devices. It is easy to set up, operate, and reliably send notifications to all your 

endpoints – at any scale. You can find more information here: https://aws.amazon.com/sns 

 

Steps: 

1) Make sure you are in the Ireland region. 

2) The first step of building our lab will be to create an IAM role that will give our Lambda the 

necessary permissions to perform its operations. To do this, open the IAM service. 

3) Select Roles and then the Create role button. 

4) Our role will be attached to our lambda functions, so in the first step of the wizard select 

Lambda and then select the Next: Permissions button. 

5) On the second step of the wizard we will chose necessary policies. We will choose the 

following policies: 

• AmazonSNSFullAccess 

• CloudWatchFullAccess 

• AmazonDynamoDBFullAccess 

• AmazonPollyFullAccess 

• ComprehendFullAccess 

• AmazonS3FullAccess 
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Note: In real life scenario, you should limit the permission to those exactly required for the 

API methods and resources that you require. 

 

6) On the last step of the wizard provide the name: CloudyLambdaRole and select the Create 

role button. 

 
 

7) Next we will be creating a new S3 bucket where we will upload our files. Open the S3 service 

and create a new S3 bucket. 

8) In the bucket itself, create a new folder and name the folder files 

 
9) Click the bucket name and open Permissions tab. 

10)  Click on Edit and untick Block new public ACLs and uploading public objects  and Remove 

public access granted through public ACLs 
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11) Type Confirm in the pop-up window and click Confirm button 

12) Don’t close this window, in a new tab, open the DynamoDB service. 

13) Select the Create table button. 

14) Provide a name for your table, for example: conversions with a primary key value of name 

 

 
15) Click Create. 

16) Again, don’t close this window. In a new browser tab open the Lambda service. 

17) Select the Create function button. 

18) In the first step of the wizard, provide a name for your function (Cloudy_ToAudio), choose 

Runtime = Python 2.7 and choose the role which you have created before: 

CloudyLambdaRole. 

 
19) In the next step of the wizard, we will first configure a trigger. Select S3 from left side menu. 
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20) In the Configure triggers section, configure the window based on the following instructions: 

• Bucket: The S3 Bucket which you have created previously. 

• Event Type: PUT 

• Prefix: files 

• Suffix: .txt 

 

21) Select the Add button and then the Save button. 

22) Download the python file which is provided by this link: 

https://s3-eu-west-1.amazonaws.com/cloudbuildersday/lab-serverless/cloudy-ToAudio.py.zip 

 

23) Paste the code text in the python file into the form in the Lambda wizard.  

24) Create two environment variables, one PHONE – with your phone number, and a second 

DB_NAME with the name of the DynamoDB table that we have created previously. 

25) While still in the wizard window, increase the Timeout of the function to 30 seconds. 

26) Select the Save button. 

27) Now it is time to test our application. You can find some example files in different languages 

under this link: 

https://s3-eu-west-1.amazonaws.com/cloudbuildersday/lab-serverless/files.zip 

 

28) After uploading text files to your S3 bucket, you should quickly see new mp3 files alongside 

the original text files. 
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29) You should also get SMS(s) messages with links to your mp3 files. 

 

 
30) Now check the content of your DynamoDB table. You should see that you have new items in 

your database. 
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31) Now we will build the second part of our application – a RESTful web service. Thanks to the 

RESTful web service we will be able to retrieve audio files. Again open the Lambda service 

and select the Create function button. 

32) In the first step of the wizard, provide the name of your function (Cloudy_GetData), choose 

Runtime = Python 2.7 and then choose the role which you have created previously: 

CloudyLambdaRole. 

 
33) On the second step of the wizard add a new trigger. Select the API Gateway button on the 

left. 

34) In the Configure triggers section choose Create a new API, and then fill out the wizard based 

on following configurations in the Additional settings section: 

• API name = CloudyAPI 

• Deplyomen stage = PRD 

• Security = Open 

35) Select the Add button and then the Save button. 

36) Download the python file which is provided by this url: 

https://s3-eu-west-1.amazonaws.com/cloudbuildersday/lab-serverless/cloudy-GetData.py.zip 

37)  Paste the code from file into the form in the Lambda wizard.  

38) Create a new environment variable: DB_NAME with the name of DynamoDB table that we 

have created previously. 

39) Select the Save button to save the function. 

40) In the API Gateway section (click on your trigger), copy the Invoke URL attribute. 
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41) Paste this link in a browser and add the following at the end of the text: 

?name=FILE_NAME, where FILE_NAME is the name of one of your files that you have 

previously upload to S3. 

42) If everything worked correcly, you should see a webpage similar to the one below: 

 
 

Summary: 

Congratulations! In just 20 minutes you have manage to build real application! An A-to-Z 

serverless application and without provisioning any servers! The application is Highly 

Available (HA) and is fully scalable. In addition, your application is using AI services to make it 

even more interesting and powerful. 
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Bonus Lab – Neural network and digits recognition  
 

In this is bonus lab we will work with neural networks to build a model that will be able to 

recognize hand written digits. 

 

Services which you will be using in this lab: 

• Amazon SageMaker - Amazon SageMaker is a fully-managed platform that enables 

developers and data scientists to quickly and easily build, train, and deploy machine learning 

models at any scale. Amazon SageMaker removes all the barriers that typically slow down 

developers who want to use machine learning. You can find more information here: 

https://aws.amazon.com/sagemaker/ 

 

Steps: 

1) Make sure you are in the Ireland region. 

2) Open the Amazon SageMaker service. 

3) Select the Create notebook instance button. 

4) Provide a name for your instance. For example: CloudyAI 

5) In the IAM Role section, create a new IAM role for your notebook. 

6) Select Any S3 bucket  and click Create role 

7) Select the  Create notebook instance button. It will take about 15 minutes for your 

instances to be ready. 

8) When your notebook is in the InService state, select the Open Jupyter button. 

9) Open the SageMaker Examples / sagemaker-python-sdk  / mxnet_mnist_with_gluon and 

click Use 

10) Click Create copy  in pop-up window 

 

 

11) Go through each step of the document by selecting Run button. 

12) The longest step will be the learning/teaching model [6]. 
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13) When the model will be ready and deployed, you can test it in the browser by writing some 

digits. 
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Cleaning 
Congratulations, you have managed to complete all the labs! This was intensive, but now we 

need to make sure that we clean-up our cloud account. This should take approximately 5 

minutes, and ensures on-going costs are not incurred. So please complete these steps! 

Perform the steps below, in the order that they are written. 

 

Bonus Lab: Neural network and digits recognition 

1) Open the Amazon SageMaker service 

2) Open the Notebook tab and select your notebook. Terminate it. 

3) In  the Models tab, delete the model which you have created in your lab. 

4) In the Endpoints configuration tab, delete configurations which are present. 

5) In the Endpoints tab, delete the endpoint. 

 

Lab 8 – Building serverless app with AI capabilities 

1) Open the Lambda service, select your functions and delete them. 

2) Open the API Gateway service and delete the API that was created for your function. 

3) Open the DynamoDB service and delete the table. 

4) Open the S3 service and delete the bucket that you have created. 

 

Lab 7 – Business Intelligence in Cloud 

1) Open the QuickSight service 

2) Select the Manage Data button, select your data set and delete it. 

3) Unsubscribe from the QuickSight service. 

 

Lab 6 - Analytics – Hadoop in practice 

1) Open the EMR service and select your cluster. Terminate it. 

2) Open the Athena service, click on three dots next to name of your table and select the option 

for deleting it. 

 
Lab 5 - Collecting data in real-time 

1) Open the Kinesis service and delete the kinesis stream that you have created. 
2) Open the S3 bucket and delete the S3 bucket that you have created. 
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Lab 4 - Containers in cloud 

1) Open the ECS service and delete your repository. 

2) Open the Clusters tab, make sure it’s empty (if not delete all running tasks), and then delete 

the cluster. 

3) Open the Task definition tab and delete your definition. 

Lab 3 – Developers Tools. CD in practice. 

1) Open the CodeDeploy service and delete your application. 

2) Open the CodeCommit service and delete your repository. 

3) Open CodePipeline and delete your pipeline. 

 

Lab 2 – Autoscaling and IaaC 

1) Open CloudFormation and delete the stack that you have created. 

 

Lab 1 – Preparing Cloud Environment. 

1) Open the Cloud9 service and delete your environment. 

2) Open the EC2 service and delete all remaining EC2 instances. 

3) In the EC2 service, go to Keys tab and delete your key. 

4) Open the IAM service and then the users tab - you should delete the ide_user user. 

5) Open the Roles tab and delete roles that you have created. 

 

 


